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Mission Areas

Other CG Roles & Responsibilities

Priorities

Distribution A SMDC #8031

Overview

USASMDC

JFCC IMD
Senior Commander

Technical

Center

1st Space

Brigade

100th Missile 

Defense

Brigade (GMD)

U.S. Army 

Satellite 

Operations 

Brigade

Develops and provides current and future global space, missile defense, and high 
altitude capabilities to the Army, Joint Force, and our Allies and partners, to 
enable multi-domain combat effects; enhance deterrence, assurance, and 

detection of strategic attacks; and protect the Nation.

ASCC/Operational Support

Service Activities

Army Proponency

• Protect our homeland

• Provide combat-ready forces and 
capabilities

• Plan and conduct synchronized global 
operations

• Prepare or adopt leap-ahead concepts 
and technologies

• Preserve and account for the Nation’s 
critical resources

• Promote and foster a positive 
command climate

• Commander, Joint Functional Component Command for Integrated Missile Defense 
(JFCC IMD)

• Senior Commander for U.S. Army Garrison - Kwajalein Atoll and Fort Greely, AK.

• Army Air and Missile Defense Enterprise Integrator

• Personnel Developer, Functional Area 40 Space Operations Officers
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SMD

Center of 

Excellence

Seal
Pending
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~ 2,700 Assigned Personnel
With over 700 operational forces forward stationed or deployed

Uniquely Organized, Geographically Well-Positioned, Regionally Aligned
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Task Organization

Deputy to

the CDR
Command 

Sergeant 

Major

DCG -

Operations

CDR

JFCC-IMD

Senior Commander

• Ft Greely, AK

• US Army Garrison, 

Kwajalein Atoll

• Space & Strategic 

Systems Directorate

• AMD Directorate

Chief 

Technology 

Office

USASMDC

HQ

Headquarters

• Coordinating Staff

• Special Staff

• HHC

• Army Astronaut Detachment

100th MD BDE 

• 49th MD BN 

(ARNG)

• DET 1

• Fort Drum IDT

Capability 

Development 

Integration 

Directorate

• ASPDO

• TRADOC Capability Managers

• AMD Integration

Programs and 

Technology

Note:  Oversight

Personal 

Staff

Commanding 

General

Space & Missile Defense

Center of Excellence

Space & 

Missile 

Defense 

School

Technical Center

Multi-component

Reagan Test 

Site, 

Kwajalein

• Instrumentation, 

Radars & Optics

• RTS Operations    

Center (ROC-H)
1st Space BDE

• 1st SP BN

• 2nd SP BN

• 117th SP BN 

(ARNG)

• MDBs

SATOPS BDE

• 53rd Signal BN

• SATCOM 

Directorate

• RSSCs
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Global Context
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21st Century Security “Landscape”

Global Trends

Globalization

Failed or Failing

States

Population

Growth

“Interdependent economies, Porous Borders,
Decline of the Nation-State”                 

Persistent Conflict:  Protracted confrontation among state, non-state, and individual 

actors that use violence to achieve their political and ideological ends.

Strategic

Environment

“Information Revolution…the

Death of Time and Distance”

Greater Disparity Creates

Tremendous “Friction”

Rise in Power and Influence 

of Non-State Actors

Increased Willingness

to Use Violence

Complex Challenges 

Require all Elements of Power

to Address

Operational 

Context
Irregular Catastrophic

Diverse Actors

Hybrid Threats

Operations

“Among the People”

Unpredictable      

Global Media            

Radical Extremism 

Attacks Fragile Institutions

Joint, Interagency,

Multinational and Indigenous

Partners
Traditional Disruptive

http://images.google.com/imgres?imgurl=http://www.shotsmag.co.uk/features/2006/wmd/wmd.jpg&imgrefurl=http://www.shotsmag.co.uk/features/2006/wmd/wmd.html&h=564&w=675&sz=47&hl=en&start=6&um=1&tbnid=-0jdKUvwblsAyM:&tbnh=115&tbnw=138&prev=/images?q=WMD&svnum=10&um=1&hl=en&sa=G
http://images.google.com/imgres?imgurl=http://www.umich.edu/~iinet/iisite/images/afghan_refugee_camp.jpg&imgrefurl=http://www.umich.edu/~iinet/iisite/gallery/exhibitions.html&h=267&w=400&sz=35&hl=en&start=6&um=1&tbnid=XOAtGMi84-tZrM:&tbnh=83&tbnw=124&prev=/images?q=refugee+camp+africa&svnum=10&um=1&hl=en&sa=G
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Trends
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The Accelerating Calculus of Warfare
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Cyberspace Domain
• Impacts all Domains at all Times

• Not Geographically Constrained

• Distance is Not a Significant Factor

• Attribution Complex

• Legal Constraints

• No Bounds

• Time Approaches Zero 

• Cyberspace: unbounded, 

virtual, impacts all others

• Space: only bounded at

atmosphere, unbounded out

• Air: bounded, 3D but temporal 

• Sea: bounded, 3D, surface + 

subsurface

• Land:  bounded, surface

What’s Unique about

All the Domains?

Land

Sea

Air

Space

Cyber

space

Today

Unprecedented 

Rate of Change

1990s

Land

Space

Sea

Air

Land

Air

Sea

1940s

Land

Sea

264 BC

Land

< 264 BC

Time t 0

Years Months Days Minutes Seconds
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Where We’re Going
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Multi-Domain Operations

EMS
Recon

Maneuver to 

positions of relative 

advantage and 

project power 

across all domains 

to ensure freedom 

of action. 

Integrate joint, 

interorganizational, 

and multinational 

capabilities to 

create windows of 

domain superiority

and preserve Joint 

Force freedom of 

maneuver.

Exploit temporary 

domain superiority 

by synchronizing 

cross-domain fire 

and maneuver to 

achieve physical, 

temporal,  

positional, and  

psychological 

advantages. 

UAS

CAS/AIUSMC

- QUOTE

Electronic 
Warfare

SOF

SOFSOF

Guerrilla

SOF
SOF
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Space:  The Current Situation
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Facts:  
- The DOD is increasingly dependent upon space-based 

capabilities to accomplish missions.

- The Army is the biggest DOD user of space.

- The threat has clearly recognized DOD reliance on space and is 

developing Anti-Satellite (ASAT) capabilities.

- DOD relies heavily on unprotected commercial satellites.

- DOD relies heavily on space-based PNT data or GPS.

- DOD has minimal mitigation plans to address losing space-based  

capabilities.

Both Demand and Risk are Increasing in 

Space Support to the Warfighter
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IAMD:  The Current Situation
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Facts:  

- COCOMs are asking for larger allocation of IAMD resources.

- SMDC has been named the Army’s IAMD Enterprise  Integrator.

- Emerging threat technologies stress our ability to protect the force.

- A2/AD demands greater Joint integration of sensors/radars.

- Current AMD systems are sophisticated/expensive/kinetic.

- Transforming the Force from “system centric” to “net-centric.”  

Focus on Defending Critical Assets

and Protecting the Force
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What We Need to Get There
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SMDC Mission Challenges

• Emerging Hypersonic Capabilities

• Growing Threat Cyberspace Enablers

• Missile Proliferation

• Probability of Future Conflicts Starting at One End of 

the Conflict Spectrum, and Moving to Another Level

• Growing Mission Requirements – Force 

Protection/Space Enablers

• Uninterrupted Access to Space Capabilities
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SMDC Industry Needs

• Directed Energy – Make it Tactical

• Protection of Forces and Defense of Critical Assets – Make it 

more Efficient

• Command and Control of Space Enablers and Air/Missile 

Defense – Incorporate Artificial Intelligence and Human-

Machine Interface

• Cybersecurity – Provide Mission Assurance/Cyber Resiliency of 

our Critical Space and IAMD Systems

• Reconstitution of Space – Develop Timely and Assured 

Capabilities Based on the Warfighter 
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Future Multi-Domain Warfighters will:

- Fight in Diverse Areas of Operations

- Fight Diverse Adversaries

- Start Campaigns on one end of the Spectrum of Conflict –
Move to another part of the Spectrum of Conflict 

Multi-Domain Operations Must Leverage 
Innovative Solutions on the Move

Closing Thoughts


